**Onboard CubeSat Flight Software Integration and Telemetry Handling Documentation**

**Project Overview**

This CubeSat project involves developing and integrating flight software for an onboard attitude determination and control system (ADCS) simulation using NASA’s Core Flight System (cFS) and the 42 Simulator. The objective is to enable:

* Real-time telemetry communication between Python telemetry scripts and cFS flight software.
* Fault injection to demonstrate threshold breaches (e.g., altitude drop).
* Robust fault detection and reporting in simulated spacecraft control software.

This project simulates a CubeSat's onboard computer controlling the spacecraft's attitude, monitoring telemetry, and reacting to faults automatically.

**System Architecture and Components**

**Core Flight System (cFS)**

cFS is a reusable, platform-independent flight software framework widely used in spacecraft missions, including CubeSats. It features:

* Layered architecture with OS abstraction, flight executive, and modular mission applications.
* Scalable and portable design enabling quick development and integration of mission-specific flight software.
* Our ADCS software runs as a cFS application, processing telemetry and managing actuator commands.

**42 Simulator**

* Provides a high-fidelity spacecraft simulation environment.
* Simulates spacecraft attitude, orbit, and sensor outputs (altitude, gyro readings).
* Interfaces with cFS, offering realistic telemetry data for testing onboard software.

**Telemetry Python Bridge**

* A Python script (telemetry\_bridge.py) generates CCSDS-compliant telemetry packets containing gyro rates, altitude, and timestamps.
* Sends telemetry data over UDP to localhost port 1234.
* Simulates altitude decay and sensor output dynamics over time.
* Displays live telemetry data with statuses: NORMAL, WARNING, ALTITUDE\_FAIL depending on altitude drop thresholds.

**Integration Details: Python Telemetry and cFS ADCS App**

**Communication Method**

* Telemetry data packets are sent from the Python bridge over UDP.
* The cFS ADCS application listens on UDP port 1234 for telemetry packets.

**CCSDS Packet Parsing Inside cFS**

* The ADCS app (microcontroller\_wrapper\_c.cpp) opens and binds a UDP socket to port 1234.
* Receives telemetry packets and skips the CCSDS primary (6 bytes) and secondary (4 bytes) headers.
* Extracts payload fields: gyro rates (3 floats), altitude (1 float), and timestamp (uint32).
* Populates a Microcontroller::SensorData structure with parsed sensor data.
* Passes sensor data into the ADCS control logic for computing actuator commands.

**Integration into ADCS Control Loop**

* The ADCS app replaces simulated sensor updates with real telemetry data from UDP.
* The control loop calls actuator command functions using received sensor values.
* Actuator commands (wheel\_torques, magnetorquer) are computed dynamically responding to telemetry.

**Validation**

* Running the telemetry bridge and cFS ADCS app in parallel establishes a real-time data flow.
* Verified by observed live telemetry output and actuator response in system logs or telemetry prints.

**Fault Injection and Threshold Breach Demonstration**

**Controlled Fault Injection**

* The Python telemetry script simulates gradual altitude decay over the runtime.
* Altitude drop crossing configurable thresholds triggers status changes:
  + NORMAL for safe altitude range.
  + WARNING when altitude drop reaches 80% of threshold.
  + ALTITUDE\_FAIL when altitude drop exceeds threshold.
* Telemetry script outputs live status reflecting these transitions.

**Monitoring and Capture**

* The telemetry Python script’s live output confirms fault status changes visually.
* Demo video recorded capturing fault injection process and telemetry status transitions.
* Demonstrates the ADCS system’s fault detection and response capabilities as required.

**Running Instructions**

**Docker Container Setup**

Use the prebuilt Docker image with integrated cFS and telemetry scripts.

Example command to run container:

bash

docker run -it \

--cap-add=sys\_nice \

--cap-add=ipc\_lock \

--cap-add=SYS\_RESOURCE \

--ulimit rtprio=99 \

--ulimit memlock=-1 \

--ulimit nice=-20 \

--sysctl fs.mqueue.msg\_max=256 \

--sysctl fs.mqueue.msgsize\_max=65536 \

--user root \

--name adcs\_sim hk2989441/adcs\_sim:test2

**Running the Simulation and Telemetry**

1. Enter container shell:

bash

docker exec -it adcs\_sim /bin/bash

1. Start Core Flight System executable (runs continuously):

bash

/home/osk/cFS/build/i686-linux-gnu/default\_cpu1/cpu1/core-cpu1

1. In a separate terminal, start telemetry bridge:

bash

python3 /home/osk/telemetry\_bridge.py

* Monitor telemetry output showing altitude and status live.
* Wait for altitude drop to cross threshold resulting in WARNING and ALTITUDE\_FAIL statuses.

**Fault Injection**

* Fault injection is simulated by altitude decay in telemetry script.
* No separate fault injection script found; fault conditions arise naturally through telemetry simulation.
* Observe status change in telemetry console output.